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論文内容の要旨

本論文は，代数的手法を用いた情報セキコリティ技術に関する研究の成果をまとめたものであり， 4章

から構成されている。

第 1 章は序論であり，本研究に関連する分野において従来より行われてきた研究について概説し，本研

究の目的ならびに工学的意義を明らかにしている。

第 2 章では，代数的手法を用いた同報通信について論じている。まず，ク、、ループ単位による同報通信を

対象として，整数環上の中国人剰余定理を用いた多重化・多重分離法lζ基づく暗号化方式を提案し，暗号

化方式の演算回路を統-8"] 1とそのまま利用し得るような秘密鍵配送方式を提案している。本章の後半部に

おいては，本方式を用いる乙とにより，送信者が特定の受信者に対して不正行為を行うことが極めて困難

であり，送信者の不正行為に対する同報性の確認が不必要である乙とを明らかにし，離脱者が生じた場合

においても他の受信者の秘密鍵を変更する必要がない乙とおよび本方式における安全性について考察し，

他の方式との比較を行っている。

第 3 章では， (K , N) しきい値法の一つの実現、法として 8t one符号を用いた手法を提案している。ま

ず，構成法について述べ，その構成法が (K. N) しきい値法の条件を満たすことを示し，またピースに誤

りが生起した場合においても本手法を用いる乙とにより，誤り訂正あるいは検出が可能になり，もとの情

報が再生できる乙とを明らかにしている。更に，本手法lと対する安全性について考察を行い，階層構造を

有するグループにおいても本手法の適用が可能である乙とを述べ，本手法を用いることにより得られる特

性を明らかにしている。

第 4章は結論であり 本研究により得られた主要な成果を総括して述べている。
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論文の審査結果の要旨

本論文は，暗号方式ならびに秘密鍵保管法lと代数的手法を応用した情報セキコリティに関する理論的研

究をまとめたものであって，次のような成果を上げている。

(1) 同報通信を対象として，整数環上の中国人剰余定理を用いた多重化・多重分離法に基づく暗号化方式

を新しく提案し，本手法によれば，送信者による不正行為が困難である乙と，離脱者が生じた場合でも

他の受信者の秘密鍵を変更する必要のない乙と 演算装置の統一化が図れる乙と等を明らかにしている。

(2) 秘密鍵保管法の l つであるくK ， N) しきい値法の実現法として，代激的パースト誤り訂正符号であ

る Stone 符号を用いた手法を提案し その構成法が (K. N) しきい値法の条件を満たす乙とを明ら

かlとすると共't::.分散情報に誤りが生じた場合の対策として拡張 (K. N) しきい値法を提案し，誤り

の訂正が可能である乙とを明らかにしているo

以上のように本論文は，代数的手法を用いた情報セキュリティ技術に関する新しい知見を与えており，

通信工学，特に暗号理論の発展に寄与すると乙ろが大きい。よって本論文は博士論文として価値あるもの

と認めるo
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