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Abstract of Thesis:

In-Band Full-duplex (IBFD) wireless communication is evolving into a practical technique, and many studies
have been conducted in this area, especially in the area of the physical layer. However, to exploit IBFD benefit
successfully, efficient medium access control (MAC) protocols are crucial along with physical layer advances.
Although some MAC protocols have been proposed for IBFD wireless communication, those protocols are not
enough to meet all the issues encountered in this area. On the other hand, Internet of Things (IoT) is becoming
an important paradigm, where a huge number of wireless tags (WTag) are connected. Backscatter wireless
communication (BWC) is a promising research area for these low power IoT devices. Therefore, the IBFD
communication that supports BWC is crucial for the future IoT networks. A lot of experimental researches have

been performed for BWC on physical layer, but no MAC protocol is proposed in this area.

This dissertation proposes three MAC protocols for IBFD wireless communications, which address three
different issues to solve. All MAC protocols are designed for the access point (AP) based WLAN. One IBFD MAC
design is proposed for the WLAN that includes IBFD capable devices as well as half-duplex (HD) capable devices.
Another MAC is proposed to support asymmetric length of uplink (UL) and downlink (DL) data, which is named
as Asym-MAC. However, these proposed MAC designs cannot support BWC for IoT devices. Therefore, an IBFD
MAC protocol is proposed to support BWC for the IoT devices in the WLAN. This MAC can be incorporated with
any other IBFD MAC design to support IoT devices.

Firstly, we proposed a MAC protocol for the wireless local area Networks (WLAN) that consists of IBFD
capable devices as well as half-duplex (HD) capable devices. As many half-duplex (HD) capable devices are
still present in existing wireless local area networks (WLANS), there is an urgent need to integrate FD clients
and HD clients in the same WLAN. We refer to this type of WLAN as a heterogeneous WLAN (Het-WLAN).
This MAC considers all possible types of IBFD transmissions. This proposed MAC suppresses inter-user
interference in the Het-WLAN.

Secondly, an IBFD MAC protocol named Asym-MAC is proposed for infrastructure based WLAN to support
asymmetric lengths of traffic for UL and DL. This MAC protocol enables multiple users to transmit data to the
access point (AP) during the transmission of a single downlink frame from the AP. In Asym-MAC, the AP always
initiates the transmission. Therefore, there is no contention period and thus, there is no collision among the

user terminals and the AP for the channel access.

Lastly, a MAC protocol is proposed to support BWC for the IoT devices along with IBFD wireless communication
in a WLAN. In this network, the AP and the clients are capable of IBFD transmission, but the WTags are HD
capable. In this MAC protocol, the AP suppresses the uplink transmission of the corresponding client while
transmitting the downlink data to support the BWC. Some new control frames have been introduced to facilitate
this task.

This dissertation evaluates the performance of the proposed MAC protocols through mathematical analysis as

well as computer simulations by using MATLAB.
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