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Abstract of Thesis

Videos from Closed-Circuit Television (CCTV) cameras are rapidly generated every minute in
accordance with an increasing number of cameras either in public places or private places in order to
increase the efficiency, safety, and security due to criminal and terrorist attacks. The monitoring
proficiency of anomaly events in hundred surveillance cameras using human labor is ambitious. To
overcome this problem, developing intelligent computer vision algorithms to automatically detect
events in a video scene is a viable solution. Anomaly detection in the video has recently gained
attention due to its importance in the intelligent surveillance system. Real-world anomaly events are
complicated and it is difficult to define every specific event. Although anomaly detection algorithms
have reached the accuracy level under certain condition, the algorithm may still be affected by the
external and internal variation such as the illumination, direction of movement object, motion
velocity, occlusion and similar object motion.

Even though the performance of the state—of-art methods has been competitive in the benchmark
dataset, the trade—off between the processing time and the accuracy of the anomaly detection should be
considered. This dissertation proposes a framework for detecting anomalies in video, which designs a
“multi-scale U-Net” network architecture based on generative adversarial network (GAN) structure for
unsupervised learning to detect anomaly in video. To improve the training and testing of the neural
network, Shortcut Inception Modules (SIMs) and residual skip connections are used in the generator
network. Instead of using traditional convolution layers, an asymmetric convolution was used to reduce
the number of training parameters without impacting detection accuracy. A multi-scale U-Net kept
useful features of an image that were lost during training caused by the convolution operator. The
generator network is trained by minimizing the reconstruction error on the normal data and then using
the reconstruction error as an indicator of anomalies in the testing phase. This dissertation
evaluates the performance with three benchmark datasets including UCSD Pedestrian, CUHK Avenue and
ShanghaiTech datasets. The experimental results demonstrate that the framework surpasses the state-of-
the—art learning-based methods, which achieved 95.7%, 86.9%, and 73.0% in terms of AUC. The multi-
scale U-Net reduces the number of network parameters by 22.6% compared to the original U-Net
architecture. In average, the proposed architecture takes 0.041 seconds per frame. As a result, the
complete pipeline can run at 24 frames per second (fps), which is on par or slightly better than the
baseline network architecture, which can run at roughly 22 fps.

This dissertation also proposes a joint representation learning for video anomaly detection.
The proposed architecture extracts features from the object appearance and their associate motion
features via different encoders based on ResNet network architecture. The network architecture is
designed to combine spatial and temporal features, which share the same decoder. Using a joint
representation learning approach, the proposed architecture effectively learn both appearance and
motion features to detect anomalies in various scene scenarios. The experiments on three benchmark
datasets demonstrate the remarkable detection accuracy with respect to existing state—of-the—art
methods, which achieve 96.5%, 86.9%, and 73.4% in UCSD Pedestrian, CHUK Avenue, and ShanghaiTech

datasets, respectively.




A7

HUEEORBEOES K Y
4

X ( Savath Saypadith )
(%) K 4
* & iz Bl
SUEAMYE | Al & iz R
B A Bz Ao —f
A WA Supavadee Aramvith (F=F 1 2 K%)
MXBEOEROEE

ARFwSCIE, B A TG T 2 BERMTEO 7 L— AT — 7 ICAT AMEORREE LD bOTHY, L
TOFHELBEREF/TVD,

1. =AFRIF—NUNetiZESK RERDFEORE

EFAOREEBRET OO T L= U —2 L LT, Hifil LEEOZD O ER Ry N V-2 %A
(GAN) #EICHS L T TF 27 —AU-Net] Xy hT—0 7 —F7T 7 F X 2R LTVD, =2—F LRy
FNo— 27 oOMRER FAO I LT, Ay b U — 2 1ZShortecut Inception Modules (SIM) &3&7E 2% v 71kt
AT LT =TV F vy Th b, WEROBIARBIIRZT, EAHELALEZER L, BIEKELZE LT
LR FERT A= FHE ORI EER L TS, KL F A —LU-Netid, BHRIARER IR LT
B bNZE G OB E RS T IHEELE S, £/, ARxry NV =28 TR, E¥T — X126 5 HE
RAZEZ F/MET 5 2 ST L o THE 21TV, BT S s R RaEE L LT 5, BETF
%, UCSD Pedestrian, CUHK Avenue. ShanghaiTech®32oDXy F~—r7F—Z¥ v N THRESEN L 7-5E
B Area Under the Curve (AUC){E T95. 7%, 86.9%, 73.0%% K L, fERT1EE LR DPEREAZ#ER L TV 5D,
F7o. KL F R —LU-Netld, WERDUNet7 —FT 7 F ¥ LKL T, Xy hT—=I RTRA—=F D%
22 6%HIH L TW5, #ET —F 7 7 F ¥ TO 7 L— LUEIFRIZ0. 41 TH Y. Zhid, 247 L—L/BD
TL—AlL— FEERLTWVD,

2. BEEBEASICIIEERITFEORE
BEBAEREOm L2 X LT, WIROIME L 2 DS 3 5 S DM A T2 FIEE2REL
TWo, BET—FT7 7 F ¥d, ResNet kv NI =7 T —F 77 F v IHES v a—F&0 LT, R0
WL RS ME TSR, FA TR ER-TRY, Ta—X3dkEaT5b0THD, Bl NRE
FEToZLicky, SEIERV—VICBT D RERILAAIAEL 725, UCSD Pedestrian, CHUK Avenue,
ShanghaiTech®D&F — 4 & v MIZBWT, FHENI6. 5%, 86.9%, 73. 4%DAUCIE Z AL L. TERFIRITH LT
S o LI LTV 5,

LLED X D0T, ARBFFEIZ & DBOFIER R v b U —27 2 OB A Z BTk 2 B FEIC B 2 —
HOWFIERRIT, Societyh. ORFRD LA - WOLRESAFEEL R TLHMNRETHRETETEEL RDBIRND
LIHEWICHAMTH D, £, BAEKEOR EOLZR LSRR OEMEICE L Thbimash Tl Aty X
TLAEMMLICLFE T2 b0 LW TE D, o T, lE (F#RBY) O eE LTESH 2 b0 LB 5,




	21_情_012_SAVATH SAYPADITH_要旨.pdf
	012(様式７)論文審査の結果Savath.pdf

